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Do I have digital assets?

Uses e-mail Has a password-
protected cell phone

Makes online purchases Pays bills online
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Defining Digital Legacy
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All of your assets that are in digital form, which includes  
passwords, online accounts, social media profiles, music, photos,  

cat videos, files, subscriptions, etc…  
make up your Digital Estate.

“Whether your fondest desire is  
to be remembered forever or to be forgotten immediately,  

you can craft the digital legacy you prefer.”
Joe Kissell

A digital legacy is the collection of an individual’s online presence left 
behind when that individual dies.



Why bother? I would like family members in 
future generations to be able to 

find out what sort of person I was 
- what made me tick. 

They won’t have 
to rely on faded 

photos in a shoebox and 
half-forgotten, second-

hand stories.
Caring for your loved 

ones immediately after your 
death by providing them with 

all the information they need to 
handle your affairs and your 

digital assets.

Closure and 
Remembrance

-Identity Theft Prevention: 

Safeguard against 

unauthorized access.

- Ensuring valuable or 

meaningful digital assets 

are not overlooked.



Your digital will is an informal document that 

contains an inventory of your digital assets 

and instructions on their disposition.

This informal document might also be called a “letter of digital wishes”



Your digital will requires an executor - 
someone who will manage your digital assets 

until the digital estate is settled. 

This may includes things like answering your 
email, posting final messages on social 

media, closing online accounts, and passing 
on your digital documents to those you want 

to receive them.



Digital Legacy Checklist

Inventory your digital assets

Decide what you want to do with each

1.

2.

Name a digital executor3.

Store this information in secure - but 
accessible - location

Review and update regularly

Communicate with loved ones

If possible, make it legal

Clean up your Contacts

Declutter and organize files

Organize digital photos and videos
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4.

5.

6.

7.

8.

9.

10.



Inventory your digital assets

Digital devices
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1

a

b

c

Online accounts

Social media & platforms

d Essential files to preserve



• Smart phone 
• Tablet 
• Computer 
• Smart watch 
• Smart ring 
• External hard drive

Digital Devices
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• Flash drive 
• E-book reader 
• Digital music player 
• Digital camera 
• Video game system 
• Router?

1a



Digital Devices1a
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Digital Devices1a
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Inventory your digital assets

Digital devices
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1

a

b

c

Online accounts

Social media & platforms

d Essential files to preserve

✔



Online accounts
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1b



How to record this inventory

Password Manager

Password-Protected File

Handwritten/Printed Securely Stored
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1b



Examples of Password Managers
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1a

Passwords (Apple)

1b



1b



1b

Indicate 
which 

accounts 
have 

security 
questions



1b

Indicate which accounts require  
2FA or MFA

Indicate which accounts require  
authenticator app



1b Indicate which 
accounts are the most 

significant - those 
accounts that someone 

else will have to deal 
with in some fashion 

after your death.

Most password 
managers offer one or 
more ways to label or 
categorize accounts.



Give Your Digital Executor Access 
to Your Passwords
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1a1b

• Provide them with access to your password manager data and 
your master password.

• Emergency access: A number of password managers enable 
you to set up emergency access to your passwords for one or 
more specified people.

• Shared folders, vaults, or groups: Some password managers 
provide methods by which you can securely share either 
individual passwords or an entire folder or vault.

(Several ways to do this)

Or

Or



No Password Manager ?
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If you don’t use an actual password manager,  
you should still indicate where your passwords are kept. 

(Example: spreadsheet  
or document on laptop)

1a1b

my password list can be found 
in the safe box. (closet)



No Password Manager ?
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If you don’t use an actual password manager,  
you should still indicate where your passwords are kept. 

(Example: spreadsheet  
or document on laptop)

1a1b

my passwords can be found in password-protected 
Excel spreadsheet “tigress”on my computer in 

“MyInfo” folder. Password is  
“knuckle!Tooth#fib-950” (no quotes)



So Many Types of…
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1b

Online Accounts



E-mail Accounts
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1b



Financial Accounts
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1b

Important for both 
digital executor and the 

executor of your 
conventional will (if they 

are two different 
people)



Online Shopping Accounts
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1b



Benefit/Loyalty Accounts
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1b



Food/Delivery Services
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1b



Organization Accounts
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1b

AARP 
Caring Bridge 

Alliance Française 
Alumni Assns 

Sports fans groups 
ASPCA 

Support groups 



Photography~Music~Podcast 
Accounts & Subscriptions
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1b

Snapfish

Apple 
Music

The Daily

Spotify

Flickr

Crime 
Junkie

Shutterfly

Pandora

Wait 
Wait…Don’t 

Tell Me!

SmugMug
SiriusXM

Dateline



Gaming Accounts
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1b



Publication Accounts/Subscriptions
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1b



Social Media Accounts
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1b



Video Streaming Accounts
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1b



Messaging Services/VoIP/Conferencing 
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1b

Examples: SMS, Messages, WhatsApp, Facebook Messenger, Signal, Ooma, Zoom



Other Subscription Services
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Name of Subscription 
Service and

Web Address
Username Password

Subscriptions Services  (e.g. password accounts, Microsoft products, Adobe 
products, Backblaze, your ISP, clothing rental, plants/flowers, etc.)

1b



Website Accounts
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1b



Blogger/Web Hosting Accounts & Services
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1b



Other Accounts
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1b

health/medical accounts, Listservs, dating profiles, newsfeeds



Inventory your digital assets

Digital devices
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1

a

b

c

Online accounts

Social media & platforms

d Essential files to preserve

✔

✔



Social media and platforms

• Facebook 
• Instagram 
• LinkedIn 
• X (Twitter) 
• Mastodon/Threads 
• Bluesky
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• Apple 
• Google 
• Microsoft

1c

• TikTok 
• Pinterest 
• SnapChat 
• Vimeo 
• WhatsApp
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X



Facebook
• The word “Remembering” will be shown next your name

• Friends can share memories on the memorialized timeline

• If memorialized, best to choose a legacy contact to look after your profile

• Memorialized profiles that don’t have a legacy contact can’t be changed


• Someone must inform Facebook of your passing

Memorialize your page

Permanently delete the account
• Someone must inform Facebook of your passing

OR
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1c



Google
Inactive Account Manager

Trusted Contacts

• Go to your Inactive Account Manager page

• Decide when Google should consider your 

account to be inactive 3 mos to 18 mos

• Add a phone number

• Confirm Contact and Recovery emails

• Choose up to 10 people for 
Google to notify if your Google 
account becomes inactive.
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1c



Apple
Legacy Contacts
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• One or more contacts to access 
your account after your death


• Generate and share an access key 
with your nominated contact

To Access your Apple account

• Contact will need to request access

• Provide the access key you shared

• Upload your death certificate

Upon approval
• Three years to view photos, 

messages, notes, files, apps and 
other data and make decisions 
about what should happen to the 
information

1c



Inventory your digital assets

Digital devices
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1

a

b

c

Online accounts

Social media & platforms

d Essential files to preserve

✔

✔

✔



Essential files to preserve
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1d



Essential files to preserve
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1d

• Personal correspondence  
• Financial records 
• Insurance information 
• Old business documents 
• Current business documents 
• Unpublished stories or other writings 
• Receipts 
• Random stuff you downloaded 
• Miscellaneous notes and snippets

(Examples)



Essential files to preserve

49

1d

• Tag the document (see example next slide) 

• Create a folder for significant items 

• Create a shared folder - one that you share with someone 

(How to go about this - with documents?)



Essential files to preserve
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1d

Tagged documents



Essential files to preserve
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1d

• Use a      or a label to designate important email 

• Create a mail folder for significant items 

• On a computer, save an email to a folder on your hard drive 

 

(How to go about this - with emails?)



Inventory your digital assets

Digital devices
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1

a

b

c

Online accounts

Social media & platforms

d Essential files to preserve

✔

✔

✔

✔



Digital Legacy Checklist

Inventory your digital assets

Decide what you want to do with each2.

Name a digital executor3.

Store this information in secure - but 
accessible - location

Review and update regularly

Communicate with loved ones

If possible, make it legal

Clean up your Contacts

Declutter and organize files

Organize digital photos and videos

53

4.

5.

6.

7.

8.

9.

10.

✅



Decide how you want your 
accounts, devices, and files 
handled.
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2



Name a digital personal 
representative
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3

• Reliable – trusted to carry out your wishes

• Organized – able to keep on top of their 

responsibilities in a timely manner

• Digital-savvy – computer literate and good 

at managing accounts online

• Patient – able to deal with tricky and time-

consuming tasks



Store this information in secure - 
but accessible - location 
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4



Digital Legacy Checklist

Inventory your digital assets

Decide what you want to do with each

Name a digital executor

Store this information in secure - but 
accessible - location

Review and update regularly

Communicate with loved ones

If possible, make it legal

Clean up your Contacts

Declutter and organize files

Organize digital photos and videos
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5.

6.

7.

8.

9.

10.

✅

✅

✅

✅



Review digital will and update it regularly
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Communicate with 
loved/trusted ones

5

6



If possible, make it legal

59

7

Most legal experts recommend naming your digital executor in your 
Will but leaving directions in a separate digital estate plan, for two 
reasons.

• A Will becomes public after a person passes, so including sensitive 

password information in a Will might not be the best option. 

• Also, a digital plan can change frequently. If you have a separate 

plan for your digital legacy, you can update it easily without needing 
to update your existing Will.


Depending on the complexity of your estate, it’s always best to 
consult a lawyer about managing your assets.
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7 Digital Legacy Resources
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7 Digital Legacy Resources
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7 Digital Legacy Resources
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7 Digital Legacy Resources
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A couple more tasks
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8 Clean up your Contacts 

A solid contact list will help your family if they need to made sense of 
your contacts.

• Delete the ones who are no longer relevant

• Add details for records that might be confusing if another person 

needed to access your contact list

• Include a first name and last name
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8 Organize your medical contacts
• Add and organize all the medical 

professionals you currently see. Group 
them so that they can be easily found by 
trusted friends or family.

Put every doctor that your family 
should know in digital Contacts list




Organize digital photos and videos
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9

Declutter and organize files10
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Start Slowly



In the event of my death, I would like my 
electronic files, digital photos, online accounts 

and other digital assets to be managed as 
described in this document.
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Thank you

(Credit: Getty Images/ferrantraite)


